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Note to readers:

This manual is a compilation of basic debt and debt management information relating to the services provided by the Family Financial Education Foundation and Access Education Systems. The topics provided are for informational purposes only. If this information helped you in any way, we hope that you will let us know. Also, we would love to hear from you if you have ideas that you would like to share with others who are struggling. We can be reached at: (855) 789-DEBT(3328).
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The contents of this program are copyrighted by Access Education Systems and are provided for educational purposes only. Any use of this material is subject to the laws of National and International Intellectual Rights. The writers and publishers accept no liability or obligation in relation to the content of this program. The lessons are meant to be informational only and may be subject to change without notice.



Welcome

Welcome to Family Financial Education Foundation. Congratulations! You've made a wise and life-changing decision to get out of debt and take the necessary steps toward a brighter and more stable financial future. We hope you'll feel good knowing that you've joined with thousands of other individuals who are determined to stop their spiraling use of credit cards and ultimately become "debt free." We value you as a client and will assist you in working with your creditors to achieve your goals.

FFEF Mission Statement

The mission of Family Financial Education Foundation (FFEF) is to strengthen and support low to moderate income individuals, families, and communities by providing free customized education, counseling, debt management programs, and other related services.

Our Vision

  The vision of Family Financial Education Foundation is that each of our clients will free himself from the bondage of debt and be able to declare his financial independence. 


 


Chapter 1: History of Credit Unions

The idea of group savings that is discussed in Volume 3 formed the foundation for the establishment of credit unions. In the beginning, the idea was simple—people pooled their money and then used it to make loans to each other. The groups were formed, as credit unions are today, by individuals with a common bond such as a trade, a church, a professional association, and so forth. Three principles were defined as a guide for decision-making and operations:


1. 	Only people who were members of the credit union could borrow from it.


  2. 	Loans were given only for wise and profitable needs.


  3. 	An individual's desire to pay back the loan was of greater importance than his or her ability to pay. (Electronic accounting has taken this personal perspective out of the picture.)


Lending cooperatives began in the 1800s, the first successful ones by a group of workers in England and a group of farmers in Germany. Developed to help the low-income individual battle high interest rates, these forerunners of the credit union offered investment and loan opportunities to the men and women whom banks and other financial institutions were not interested in having as customers. 


The lending cooperative idea gained momentum in Canada in 1900 when Alphonse Desjardins established a credit union in Quebec. The initial savings deposit required was 10 cents, and the total of the first collection of monies from all members was $26. Through Desjardins' perseverance for most of his life, the credit union concept took hold in all of North America. 


Two Americans—Pierre Jay, a banking commissioner in Massachusetts, and Edward Filene, a merchant in Boston—became interested in the unorthodox lending ideas they were hearing about from groups of employees who were starting savings and loan cooperatives. Filene was a forward-thinking employer who had already instigated profit sharing and other benefits for his employees that were revolutionary for the time. While traveling in India in 1907, Filene visited a country village in which the people had established and were successfully operating a village credit union. He was intrigued by the concept. 


As a banking commissioner, Jay recognized the value of the credit union organizations and wanted to recommend some improvements. He wrote to Desjardins in Canada, and in 1908, Jay, Desjardins, Edward Filene, and a few other like-minded people met to discuss this new financial venture. The result was the first credit union in the United States in New Hampshire in 1909. Legislation advocated by these men followed and created the first credit union act in the U.S. 


The advent of World War II virtually halted the growth of credit unions, but growth quickly resumed once the war ended. Between 1945 and 1955, the number of credit unions in the U.S. doubled. Although the number of actual credit unions began to decline after 1969 due to smaller credit unions merging with larger ones, the number of credit union members continues to grow. 


Credit unions have spread across the world and have become an important part of the world's financial foundation. In 1970, the World Council of Credit Unions was formed and included groups from Canada, Africa, Asia, Australia, Latin America, and the Caribbean.

Drive-in banks were established so most of the cars today could see their real owners. 

—E. Joseph Crossman 




Credit unions are for everyone 


The important thing to remember is that credit unions are for 

  everyone, regardless of income level. Although the law limits, to a certain extent, who may belong to a credit union, many credit unions now define their "group" broadly enough that almost everyone can find a credit union for which he or she qualifies as a member. Residing within certain geographical boundaries is often a way of defining the membership.


If you would like to find a credit union you can join to begin your savings plan, try the following:


	Locate your state league and ask for information about credit unions you may be able to join. You can find a list of state league contacts at www.creditunion.coop.



  	Ask your neighbors. They may know of a credit union that serves your neighborhood.



  	Ask your employer about a company credit union or a credit union that the company has partnered with to allow its employees to join.



  	 Ask your family. Many credit unions allow family members to join. Unions define eligible family members differently, but some include extended family like cousins, aunts, and uncles.



  	Check the telephone directory, especially the Yellow Pages. Some credit unions will state their membership group in the directory. If not, call them and ask.


 


Chapter 2: History of Banking

Unlike credit unions, banks are owned by private individuals, governments, or a combination of individual and government interests together. All banks, regardless of country, are subject to government regulations and supervision. In the simplest terms, a bank is a financial go-between that exchanges money for lending, safeguards money, and guarantees loans. 


Many banking functions such as safeguarding funds, lending, guaranteeing loans, and exchanging money can be traced to the early days of recorded history. Banking, as we know it, first appeared in the 1600s. Goldsmiths in England who took care of gold belonging to others noticed that the owners only ever took with them a small amount of the gold they had in storage. The goldsmiths began loaning out the stored gold to people who promised to repay it with interest. After awhile, the goldsmiths used paper certificates to represent the gold instead of the actual gold. The total value of the certificates in circulation was greater than the actual amount of the stored gold because using the certificates allowed the goldsmiths to loan more money than they actually held in the gold reserve. 


Two of these early banking practices are still part of the present-day system: 1.) a bank loans out more money than it has in its reserves. The ability to do this played a big part in Western industrialization and is still important for economic expansion, and 2.) the money deposited in a bank is more easily converted to cash than the bank's own investments and loans. Using this deposited money to fund loans, the bank makes allows individuals, businesses, and governments to borrow money to finance investments and activities they would miss out on if the money wasn't readily available.


Interest on loans is still a major source of income for banks today. Short-term loans made to borrowers with the best credit standing are made at prime interest. Prime interest is the term used for the interest rate banks charge their best customers. Your credit standing must be excellent to qualify for this rate. 


Early in the 1900s, short-term loans to commercial undertakings were just about the only type of loan banks were willing to give. Bankers were very cautious about whom they loaned money to and how long they loaned it for. They wanted to be sure they always had enough cash available in case an unexpectedly high number of depositors wanted to make withdrawals. Loans were usually for 30 to 60 days. These loans were mostly used by merchants who needed to pay suppliers for goods ordered. Once the goods were sold to consumers, the merchants would repay the loan. 


Nowadays, banks grant loans to individuals and to foreign and domestic governments as well as to business enterprises. Loan terms range from 24 hours to several decades, up to 50 years for a home mortgage. In the 1990s, approximately 27 percent of bank loans were granted to business enterprises, 43 percent to real estate, and 19 percent to individual consumers. Generally, the longer the term of the loan or the lower the credit standing of the borrower, the higher the interest rate charged.


Like credit unions, many smaller banks have consolidated with larger banks and the number of commercial banks in the United States went from more than 14,400 at the beginning of the 1980s to fewer than 7000 in late March 2011. The top ten U.S. banks hold $11 of the $13 trillion  in banking assets, more than 84% of all deposited money. These banks could be expected to continue to control the greatest amount of money because, based on the concept of loaning money on the amount of money held in deposit, those banks with large amounts of deposited money available to them would be able to make the greatest number of loans and for the greatest amount of money. 

A bank is a place that will lend you money if you can prove that you don't need it. —Bob Hope




State banking


In 1832, attempts to create a Bank of the United States had failed, and state governments became the overseers of the banking system. Each bank developed its own currency to use for loans. Bank examiners had the job of visiting the banks regularly to ensure the bank carried enough cash, i.e., gold and silver, to redeem the paper currency should the depositors require it. Because the examiners didn't always do their jobs as they should, those holding the paper currency sometimes found themselves with worthless pieces of paper. By 1860, there were more than 10,000 different currencies in circulation. As you can imagine, counterfeiters had a heyday, and many banks failed.


To overcome this situation, Congress passed the National Act of Currency in 1863, which was revised in 1864 by President Abraham Lincoln. National banknotes were created and gradually put into circulation. These notes existed until the Federal Reserve banknotes that we use today were created in 1914. 


It is well known that the Depression of 1929 was a disaster for the nation's banks. Every morning, bank managers faced long lines of panicked depositors wanting to withdraw their funds. In the last three months of 1931 alone, more than 1,000 banks failed. 


On March 5, 1933, the day after he took office, President Franklin Roosevelt called for a bank holiday. All the banks across the country were closed until it could be assessed whether or not they had enough funds to stay open or whether they would be liquidated. Three months later, federal deposit insurance came into being, which meant each depositor's accounts were covered up to a certain amount. The insurance limited banks' risks, and customers could be assured that their funds would be safe. This insurance remains in effect today. 


World banking


Great Britain has been at the forefront of the banking industry since those goldsmiths started things off in the 1600s. London is a major financial center with nearly all of the world's leading commercial banks represented there.


In developing countries, the banking system is similar to that in developed countries. Commercial banks are still mostly interested in short-term loans while other financial go-betweens, especially government-owned banks, handle the long-term loans.


In poorer countries of the world, the bartering system and in-kind trading are still important aspects of the economy. The micro credit movement, a revolutionary concept in which very small amounts of money are loaned to the extremely poor to enable them to develop as entrepreneurs, is making a significant impact on many lives. 

Economics is extremely useful as a form of employment for economists.

—John Kenneth Galbraith

 



Chapter 3: Savings and Loan Associations (SLAs) 

In the early years, commercial banks were not interested in loaning money for non-business ventures like buying a home. As a result, Savings and Loan Associations, designed specifically to help the neglected consumer market, came into being. SLAs first appeared in the 1830s and were known as "building societies." They provided funds that could be borrowed to buy or build a home. SLAs have also been known as "cooperative banks" in New England and as "homestead associations" in Louisiana.


The first American savings and loan business began in Frankfort, Pennsylvania, in 1831. It was called the Oxford Provident Building Association and was based on building societies that already existed in Great Britain. Since American commercial banks dealt primarily with commercial and industrial needs, the Oxford Provident was created to give individual consumers a place from which they could borrow funds to buy a home.


Most such early savings and loan associations were not intended to be in business indefinitely. The idea was that after each member of the association had been able to purchase a home, the association would be dissolved. The association members each made a monthly deposit or payment. These deposits didn't earn interest but made it possible for one member each month to buy a home. The member who bought the home then continued to make monthly payments as necessary until the equivalent of the cost of his home was paid—interest free. 


As usual, the success of Oxford Provident–style associations led to expansions of the idea. Associations came into being that allowed membership admittance on a quarterly, semiannual, or annual basis. Many of these associations also accepted members who just wanted to save and didn't necessarily intend to buy a home, which introduced the charging of interest on the mortgage loans. Those members who only saved money were repaid the equivalent of their contribution plus the interest earned by the end of the association contract. This led to the consideration of accumulating deposits for reasons in addition to the purchase of homes.


The obvious next step in the development of savings and loan associations was the creation of associations that accepted new members daily and functioned indefinitely. The savings and loan business grew dramatically after World War II. Before the war, fewer than 50% of Americans owned a home. By the 1980s, more than 60% owned a home.


During the next 10 years, hundreds of savings and loans associations became financially desperate and were closed due to insolvency. A report in 1996 by the General Accounting Office showed the cost of the 

savings and loan failures to be in excess of $160 billion, of which American taxpayers paid more than 80%. 

The Financial Institutions Reform, Recovery, and Enforcement Act of 1989 authorized the disposal of the assets of the failed associations, and two new federal funds were established so all deposits made by individuals intosavings and loan associations going forward would be insured. By the late 1990s, about 1,780 federally-insured savings institutions existed with combined assets of more than $1 trillion. Single-family loans accounted for about 49% of these assets. The primary focus of savings and loan institutions remains real estate lending, particularly home mortgages.

The mint makes it first; it is up to you to make it last. 

—Evan Esar 





Chapter 4: Mutual Savings Banks (MSBs)

Unlike Savings and Loan Associations, Mutual Savings Banks were established for the specific purpose of providing a safe place for working people (whose investments were too small to be held by commercial banks) to save their money for interest-bearing investments, rather than for purchasing a home. These banks were also intended to encourage working people to develop good money management by saving a portion of their income. Mutual Savings Banks invested the combined amount of all the deposits and generally were restricted by charter to investing in government bonds. 


All Mutual Savings Banks were initially state-chartered. In 1982, however, the Garn–St. Germain Depository Institutions Act made many of the differences between SLAs and MSBs less distinct by allowing MSBs to switch to federal charters and allowing SLAs to become savings banks as well as lending institutions. These new powers allowed for a large number of institutions to become full-service, consumer financial centers and to make a limited number of business loans as well. The savings and loan crisis of the 1980s and 1990s led the federal government to restructure the industry, further erasing the traditional differences between SLAs and MSBs. 


In addition to checking accounts and savings options that include insured money market accounts, MSBs now offer a range of consumer loans, including automobile loans, home equity and home improvement loans, educational loans, trust services, and credit card privileges. In 1986, the Depository Institutions Deregulation and Monetary Control Act removed all savings account interest rate ceilings and minimum balance requirements at savings institutions and at commercial banks.


The investments that MSBs deposit money into are called "mutual funds" and take the form of a wide variety of stocks, bonds, and other "money market instruments" such as U.S. Treasury bills and other federal securities, commercial paper, and bank certificates of deposit. These mutual funds provide working-class investors with the opportunity to have professional money managers oversee their funds and to invest in opportunities offered by leading corporations, federal and state governments, and other entities that individuals would not have access to on their own. 


Mutual Funds


Mutual funds are regulated by federal laws that include the Securities Act of 1933, the Securities Exchange Act of 1934, and the Investment Company Act of 1940. Most states also have laws that regulate the organization of companies offering mutual funds and the funds themselves.


	Open-end Funds: Most mutual funds are classed this way. This means that the depositor can withdraw from the fund immediately upon request. This results in the number of shares in the fund fluctuating as withdrawals are made. The withdrawal value of an open-end fund is based on the market value of the securities in the fund at the time of withdrawal. 



  	Closed-end Funds: These funds generally have a fixed number of shares available, which are traded on the over-the-counter market or on stock exchanges. Shares are purchased and sold at the market price plus a commission. Depending on the state of the market, they may sell above or below the value of their assets.



Mutual funds are classed according to their investment objectives. Within each classification there are many variations. Younger investors, with most of their earning power ahead of them, can usually tolerate more risk than investors who are close to retirement.


	Money-market Funds: Many people see these types of funds as an alternative to a traditional bank account. They are usually risk-free, short-term investments. The returns on deposit in these funds vary and are linked somewhat to the interest rate paid on U.S. Treasury bills. Money moves into and out of money-market funds quite rapidly. 



  	Aggressive Growth Funds: These funds aim for high returns. They do this by investing in promising but risky opportunities. 



  	Balanced or Growth-and-Income Funds: These funds are a balance between the two funds above. They are willing to take some risk for higher returns but also consider the need to conserve capital. They typically invest in stocks, bonds, and other financial opportunities. 



  	Sector Funds: These deposit all their investments in one particular sector of the community, such as the automobile industry, or in one country or region of the world. Included in these funds are many categories such as healthcare, technology, and utility funds.



  	Fully Managed Funds: These funds allow the managing company to make changes to the portfolio as it sees fit according to the company's evaluation of the current market. 



  	Index Funds: These funds don't try to make their own analysis of market trends, but rather structure their portfolios to match one of the established major stock market indexes, such as the Standard & Poors Index of 500 leading stocks.



Mutual funds offer depositors several opportunities. Most funds allow depositors to buy shares at regular time periods, reinvest their dividends automatically, and take their capital gains distributions as more shares rather than as a cash payout. Some funds offer a contract in which the depositor makes an agreement to make a deposit of a certain amount each month. Many financial institutions allow depositors to place their savings in more than one fund but still be managed by the same institution. They can also switch from one fund to another at little or no cost. 

 



Chapter 5: Online Banking

Online banking or Internet banking refers to the ability to perform transactions, payments, etc., through a financial institution's secure website. This allows people to take care of financial transactions like paying bills outside of bank hours and from anywhere they can access the Internet. In most cases, any normal Internet connection is suitable. No special programs or equipment is usually needed.


Whether you use the Internet for managing your accounts or not, you still most likely participate in Internet banking. ATM and debit card transactions are all part of the new world of cashless financing. Any financial transaction you make that does not involve exchanging actual cash or a check is called a cashless transaction. It is now quite possible to go through a whole week or longer without touching cash or checks. 

  Shopping online has been available for several years, but in the last few years, it has really exploded with the number of online auction sites and coupon sites available. It has also become easy to pay online through online banking and through private services like PayPal™. As these processes change and improve, online banking will become more and more common.


Internet banking has dramatically changed the way we manage our finances. Even if you don't use this form of banking now, chances are that you will before too long. It is estimated that by 2011, over 40 million Americans will be banking online. (John Scalzi, The Rough Guide to Money Online.)


Currently, there are three main types of bank categories when it comes to electronic banking:


1. Brick and mortar: This is your traditional bank that offers electronic options like ATM and debit cards.


2. Click and mortar: This is the same as your traditional bank, but it also offers online the same services you receive when you visit your financial institution. You can open a checking or savings account; view your monthly statement; view transactions on a daily basis; transfer money between accounts (including accounts at another financial institution); apply for a loan; and open investment accounts. In addition to these traditional services, at some banks you can also schedule and pay bills for loans, utilities, insurance, credit cards, etc. 


3. Virtual: There is a growing number of banks that operate exclusively through the Internet. Because they have no actual bank building and their costs are low compared to traditional banks, they can offer high interest rates on deposit and investment accounts. They still follow the same required federal banking regulations. These banks appeal especially to people who spend a lot of their work and personal time using the computer.


Transferring funds online


Once people get comfortable with utilizing online processes for paying bills and transferring funds, they get hooked on the ease and convenience of this feature. Once your payments are set up, it takes only a few clicks each month to take care of all your monthly payments. 


There are three general ways of transferring funds online:


1. Through your financial institution: Most fully functional institutions allow you the option of paying a one-time payment or setting up recurring payments for a single bill or multiple bills. Some institutions also provide a service for sending payments to small companies that don't have their own 

  electronic capabilities, usually for a small fee. Online services are often a way for financial institutions to entice customers much as they used to do with giveaways. 


If you use a personal finance software program such as Quicken™ for managing your budget, there is usually a section in the software program that will help you connect with your bank and download the information from your bank to your computer, so you can keep your financial records current. 


2. Direct to company: This involves signing up for a company's bill payment service directly from the company's website. This is usually for credit card or utility companies. You agree that you are giving permission to the company and to your bank to exchange your financial information. The company will electronically visit your bank and withdraw the payment from your account. One advantage of signing up at individual company websites is that it allows you to be able to view your complete bill and transaction history and to monitor your current activity.


3. "Aggregation" or gathering services: Some companies offer online bill-paying services to customers who do not have these services through their own financial institution. These gathering companies link many websites on one secure website. By entering some pertinent personal information and selecting the companies to which you want to make online payments, this aggregation service makes it easy for you to make all your payments from one place. Again, you can make a one-time payment or set up recurring payments for a single bill or multiple bills. 

I don't have a bank account, because I don't know my mother's maiden name. 

—Paula Poundstone 




Security


Concern about having your personal financial information exposed on the Internet is not unfounded. Financial institutions and companies are aware of the potential danger and have taken steps to keep you protected. The single-password authentication used in most secure Internet shopping sites is not considered secure enough for personal online banking applications in many places. Online banking sites are advanced secure sites and all information, including your password, is encrypted so that it is nearly impossible for a third party to obtain or modify your information after it is sent. 


This, however, does not completely rule out the possibility of hackers gaining access to vulnerable home computers and intercepting your password as you type it. There is also the danger of  physical theft of passwords which are written down by users. Many online banking services, therefore, impose a second layer of security. One method is the use of transaction numbers, or TANs which are essentially single-use passwords. Another method uses two passwords, of which only random parts are entered when you begin each online banking session.


A third option, which is used in many European countries, provides customers with devices which can create single-use passwords that are unique to each customer's token. This is called 2FA. Many other options are constantly being developed and tested. The Federal Deposit Insurance Corporation (FDIC) has issued regulations which require banks to implement more secure mechanisms. 


Fraud


Another concern that causes some customers to avoid paying bills online is they consider it to be too vulnerable to fraud. Although online services are never 100 percent safe, the number of fraud victims from online banking is very small. Conventional banking may be more susceptible to fraud than online banking. 

Credit card fraud, identity theft, and signature theft are much more common "offline" than online. 


Advantages of online funds transfer


	Uses less paper 


  	More convenient


  	24-hour access


  	Saves money—no stamps, no checks to buy, helps avoid late fees



Disadvantages of online funds transfer


	Downtime—websites sometimes are unavailable due to power outages or other operational problems



  	Your computer—sometimes your own computer will have problems with connecting or compatibility



  	 Initial time investment—it takes time to get all of your information set up online and to learn how to use each website



  	 Fees—some services charge a monthly fee for their use







Chapter 6: Checking Accounts

A checking account is a good place to keep the money that you don't expect to have in the bank for very long. It is where you will keep the money that will be used to pay bills and other daily living expenses. Once you have developed your monthly budget, you will have a good idea of how much money should be deposited in your checking account each month. 


You will pay your bills and other expenditures with this money by writing a check. The bank transfers the money from your checking account into the account of the person or company you are paying when the check you have written is presented at your financial institution.


There are several different types of checking accounts, and the financial institution you choose may offer many of them.


		Accounts that cost nothing to open and charge no service fee: These accounts are hard to find and are sometimes used to promote the opening of a new bank or credit union. If your paycheck goes into your account through a direct deposit from your employer, some banks charge you no service fees.



  	Accounts that charge no fees if you maintain a minimum balance: Some institutions require you to open a savings account in addition to the checking account and maintain a minimum balance in the savings account.



  	Accounts that charge a service fee: This fee may be charged per month, per check, or sometimes both.



  	Accounts that pay interest: Some checking accounts pay interest on the money you leave in the account. The interest rate is usually very low as the bank knows the money will only be deposited for a short time.



When choosing a place to open your checking account, there are several things you should take into consideration:

	Will any fees be charged and how much will they be? Is there a minimum balance requirement? Do I have to wait after I deposit the money before it is available? Is there a limit to how many checks I can write?



  	How convenient is the location for me? What hours are the institution open? Are there any weekend hours? Will I be able to get to the institution to make my deposits when they are open?



  	 Does the institution offer any other services I need? Can I get overdraft protection? Can I have an ATM or debit card? Is online or telephone financial service available?



The Check Register


When you pay your bills with checks, your financial institution takes the money out of your account. A check that has been paid is called a cancelled check and serves as proof that you have paid the bill. The institution will notify you that the check has been paid by sending you the paid checks or sending you a monthly statement of your account. Some institutions do both, but you also need to keep a record of the checks you have written.


An important part of maintaining your checking account records is the check register. Every time you receive new checks, you should also receive a check register. It is usually a simple format that allows you to record the date the check was written, who the check was written to, the check number, and the amount of the check. In addition to recording your checks, it is also important to record any ATM withdrawals and debit card purchases you make.


The register also includes a column for recording deposits. By recording each deposit as it is made and then subtracting each check written, ATM withdrawal, and debit card purchase from the balance as they are made, you will always have an accurate account of how much money remains in your account.


If you write a check that you don't have enough money in your account to cover, it will cost you a significant amount. Bounced check fees can run from $15 to $45 per check. If your financial institution returns the check to the creditor without honoring the check, the creditor will also charge a returned check fee. It is important to keep your check register current so you don't run the risk of bounced check fees and so you can be sure your bills and living expenses are covered before you use the money for other expenditures.


In addition to recording everything in your check register, you should keep any receipts you get from the bank. These will be important for compiling and reconciling your account at the end of each month and for reconciling your income tax at the end of the year. Receipts you should keep include:


	Deposit receipts


  	ATM receipts


  	Debit card receipts


  	Cashier check receipts 



To make sure you are prepared for the unexpected, complete the financial forms found in Volume 1 and keep them in a firesafe box in your home that you can access quickly if you are forced to leave due to an emergency situation. Along with it, you may want to store some cash in $10 and $20 bills in case ATM access is not available. 


It is also recommended that you keep a copy of these forms and all of the accompanying documents somewhere outside of your home, such as a bank safe-deposit box, along with photographs or video of your valuables, and a backup disk of any financial records stored on your computer. Be sure to keep all of these records updated.


Monthly Account Statements


An account statement or bank statement is a summary of all the financial transactions that took place over a given period of time on your checking account. You will usually receive such a statement once a month. 

This statement will show you:


	Checks paid


  	Deposits made


  	Transfers made


  	Service fees


  	Returned check fees


  	ATM withdrawals


  	Payments made by telephone


  	Debit card payments



These statements are typically printed on one or several pieces of paper and either mailed directly to you or kept at your financial institution for pick-up. Most banks also offer the availability of obtaining your bank statement online. These statements are also known as virtual statements, paperless statements, or e-statements. Because of the recent rise in identity theft, a virtual statement is sometimes considered safer than a paper statement as it does not display complete personal information and does not require extra safety measures of disposal such as shredding.


Since the use of computers in banks was introduced in the 1960s, account statements are generally produced every month. Previous to this, bank statements were produced quarterly or sometimes only annually. Accounts that don't have a lot of transactions, such as investment or savings accounts still only produce statements quarterly or annually (e.g., 401(k) accounts.) 




  Let's Review


Choosing a Checking Account


Choosing where you will put your money is an important decision. Compare the facts below at a couple of financial institutions before making your decision. You may want to consider a bank and a credit union and evaluate the differences. 

Location	___

  Fee per month 	___

  Fee per check 	___

  Direct deposit fee elimination ___

  Monthly number of checks limit 	___

  Monthly number of checks I expect to write _ 

  Bounced check fee 	___

  ATM fee	__

  Minimum balance requirement 	___

  Interest rate paid 	___

  Overdraft protection interest rate charged 	___ 

Other fees 	___






Chapter 7: Balancing Your Accounts

Once you have decided on the best financial institution for you, it is important to keep accurate and up-to-date financial records. While the institution you choose will keep its own records of your account, it is your responsibility to maintain a personal record. If there is ever a discrepancy with your account, it will be up to you to show a record of why you believe there is an error to correct.


Any time you receive a statement from a financial institution or creditor, it is important to take the time to balance or reconcile the statement with your own records. This is the only way to know whether or not your records are accurate and the records of your account holders are accurate. Money can be lost if you are not diligent in making sure all the records are accurate. It is rare for a bank or other financial account holder to make an error because of the sophistication of accounting software used, but it does happen sometimes, and no one will know if you aren't keeping watch. 




  Balancing creditor statements


Each time you receive a statement from a creditor, check it against your own records. This is particularly important with credit card statements. You will soon see why you need to keep all your receipts from credit card expenditures. Check each of your receipts against the charges that are on your credit card statement. The statement will show you the date of the transaction, the merchant, and the amount you spent.


Sometimes it takes awhile for certain purchases to show up on your statement. Transactions that may take a little longer include gasoline purchases, hotel stays, and out-of-town purchases. It is important to keep all of these receipts until each transaction has been accounted for.


Reconciling your credit card statement is an excellent way to find out if anyone is using your personal information to make purchases. If you discover a transaction on your statement that you did not make, contact the credit company immediately to report the problem. Most credit cards have a policy of not holding you accountable for more than $50 of fraudulent charges if your card is missing and you report it within two business days.  However, if you don't report the loss within two business days after you discover the loss, you could lose up to $500 because of an unauthorized transfer.  You also risk unlimited loss if you fail to report an unauthorized transfer within 60 days after your bank statement containing unauthorized use is mailed to you.

The self is not something ready-made, but something in continuous formation through choice of action. -- John Dewey 




Balancing your checking account


As important as it is to reconcile your creditor statements, it's even more important to balance your checking account statement. Since your statement includes not only what you have spent, but also the fees that have been charged against your account by the bank, this is the only way to know exactly what you have spent and what remains. Once your account is balanced, you and your bank should agree exactly on how much money you have in your account.


To balance your account, you will need your bank statement, check register, and receipts for any deposits, ATM transactions, and debit card transactions. Here are the steps you should take to balance your checking account each month:


1. 	Compare each check in your register to the checks on your statement. Make sure they all match. If you wrote down the wrong amount in your register for any of the checks, correct them now. If you forgot to write down a check, write it down now. 


2. 	Compare the deposits on your statement with your deposit receipts. Make sure they match. If you have any errors in your register, correct them now.


3. 	Compare any ATM withdrawals and debit card transactions in the same way and make any necessary corrections.


4. 	Now that you have reconciled all the information, proceed as follows (many statements have a place on the back for you to take the following steps):

FIRST

  Start with the New Balance that appears on your statement.

	 
  

(A) Total starting balance 

 List any checks you have written that do not yet appear on your statement. Total these checks. SUBTRACT from the Balance (A)

	 
  

(B) Total available minus outstanding checks 

List any ATM or debit withdrawals you have made that do not yet appear on your statement. Total these withdrawals. SUBTRACT from the Balance (B)

	 
  

(C) Total available minus withdrawals 

List any deposits you have made that do not appear on your statement. Total these deposits. Now ADD this amount to (C).

	 
  

(D) Total available in your account. This is your adjusted checking account statement balance. 

 

SECOND

Start with the balance in your check register book.	

	 
  

(E) 

List any fees or other deductions on your statement that do not appear in your check register. Total these fees. SUBTRACT these from your check register balance E. 

	 
  

(F)


List any interest or other gains on your account statement that do not appear in your check register.Total these gains. ADD this amount to F. 

	 
  

(G) This is your adjusted check register balance. 


The two adjusted balances (D) and (G) should match exactly. If they don't, repeat all the steps to check for errors. Make sure there isn't anything that didn't get recorded.


Bank statements rarely have mistakes, but if you do find a bank error, report it as soon as possible so it can be corrected.




 


Chapter 8: Savings Accounts 

At the risk of sounding too facetious, the purpose of a savings account is to save money. It's not rocket science, but the trouble is, for too many Americans it's one of the most difficult things to do. We seem to spend virtually everything we earn and have nothing to fall back on when the inevitable emergency hits, other than the unused balances on our credit cards. 


So let's face it. We're all much better off if we establish and follow a budget, live within our means, distinguish between needs and wants, and regularly and consistently add money to our savings account and watch it grow. Here's a quick review of different types of savings accounts designed to meet a variety of needs and savings goals. If you regularly save money, congratulations! If not, today is the day to begin.

When people ask me if I have any spare change, I tell them I have it at home in my spare wallet. 

—Nick Arnette




Traditional or Statement Savings Accounts


Any wise financial advisor knows it's never too early to learn how to save. With a traditional or statement savings account, you can start your emergency fund, an education fund for your child, or even a future vacation. To help you save, you can even set up automatic transfers from your checking to your savings account.


Virtually all banks and credit unions offer traditional savings (also known as statement savings) accounts, typically an interest-earning account where the interest is compounded daily and posted to the account quarterly. With a low minimum opening deposit you can access your savings at any time at a branch or through an ATM with no penalty for withdrawal, and your account is Federal Deposit Insurance Corporation (FDIC) insured up to $250,000.




  Money Market Accounts


In addition to traditional savings accounts, another type of savings account offered by banks and credit unions is a money market account. The main difference between a money market account and a traditional savings account is that a money market account usually pays higher interest, but also requires a higher minimum balance (somewhere between $1,000 and $2,500). In addition, you are usually restricted to between three and six withdrawals per month. 


Similar to a checking account, many money market accounts will let you write up to three checks each month. Stated another way, a money market account offers a higher interest rate than a regular savings account, plus the liquidity, flexibility and accessibility of a checking account. Such an account is ideal for anyone who wants to earn a higher interest rate than a traditional savings account, while still having access to his money around the clock.


Like other bank accounts, the money in a money market account is insured by the FDIC. Should the bank or credit union go out of business (a very rare occurrence), your money is protected. Each account is insured up to $250,000. The FDIC is an independent agency of the federal government created in the early 1930s as a result of the many banks that failed on the heels of the stock market crash and during the depression. No one has lost money in a bank or credit union that was insured by the FDIC since its inception.


While banks and credit unions differ in the scope of services available for money market accounts, most will offer the following similar features: 


	A higher yield on your deposit than a traditional savings account.



  	Easy access to your money through checks and a check or debit card. 



  	Standard money market restrictions of six transactions per statement cycle.



  	A minimum opening deposit of $50. 



  	No monthly service fees when you maintain a $500 minimum balance. 



  	FDIC-insured up to $250,000 per depositor. 





  Certificates of Deposit and Other Low-Risk, Long-Term Savings Instruments


Certificates of Deposit, or CDs, which are also known as Time Accounts, combine the benefits of both savings accounts and investment accounts. Such accounts are best suited for those individuals who don't need to access their money right away. 


In the past, when you opened a traditional CD, the deposit was represented by a paper certificate, which had to be presented and surrendered in order to withdraw funds or close the account. Banks today don't typically issue a paper certificate; the deposit is tracked by an account number instead. Banks use the term "Time Account" in addition to the Certificate of Deposit or CD.


In a nutshell, here's how CDs generally work:


	First, you lock in the interest rate you will earn for a specific amount of time (known as the term).



  	Next, you agree to keep your money deposited for the specified length of time. For example, let's say you deposit $5,000 in a five-year CD. You're not allowed to withdraw the money before the five years are up without paying a penalty known as an early withdrawal fee.



  	Interest is compounded daily, and is paid monthly, quarterly, semi-annually, or annually. Typically, it is paid at maturity or annually for terms of more than one year. 



  	You can have your interest reinvested, paid to you by check, or transferred to your checking or savings account.



  	 When your account matures, it automatically renews for the same term as the previous term, at the rate in effect on the maturity date. 



  	A "grace period" begins at maturity and ends seven calendar days later. During this grace period you may do the following without incurring a fee: 




  o	make withdrawals (up to the full amount in the account); 

    o	change the term or balance of your account; 

    o	make one additional deposit, and 

    o	close the account. 






  Savings Bonds


As explained by the U.S. Department of the Treasury, savings bonds have been called "the All American Investment." They are an easy way to save money safely and get a good market return. Interest rates change every May and November based on either current market rates or inflation. 


There are two main types of bonds offered: the Inflation Indexed, or I Bond, and the Series EE Savings Bond. 


The I Bond: The I Bond is designed to offer all Americans a way to save that protects the purchasing power of their investment by assuring them a real rate of return over and above inflation. I Bonds have features that make them attractive to many investors. They are sold at face value in denominations of $50, $75, $100, $200, $500, $1,000, $5,000 and $10,000 and earn interest for as long as 30 years. I Bond earnings are added every month and interest is compounded semiannually. They are exempt from state and local income tax, and federal income tax on I Bond earnings can be deferred until the bonds are cashed or stop earning interest after 30 years. Investors cashing I Bonds before five years are subject to a three-month earnings penalty.


The Series EE Savings Bond: Series EE savings bonds are safe, low-risk savings products that have paid interest based on current market rates for up to 30 years for bonds purchased May 1997 through April 30, 2005. Since May 2005, Series EE bonds earn a fixed rate of return.


You may purchase EE Bonds through the U.S. Department of the Treasury's Treasury Direct website or at almost any financial institution or through your employer's payroll deduction plan, if available. 


The Series EE bond replaced the E bond, which is the one most associated with World War II war bonds. The first Series E Bond was sold to President Franklin D. Roosevelt by Secretary of the Treasury, Henry Morgenthau, on May 1, 1941.


For more information about how to buy I Bond and Series EE savings bonds, visit the Treasury Direct website at www.treasurydirect.gov. 


 


Chapter 9: Warning: Stay Away from Payday Loans and Check-Cashing Companies

As discussed in Volume 1, payday loans should be avoided at all costs, especially because of their exorbitant interest rates. But doing so may be increasingly difficult, especially as we see payday loan shops opening for business all across town, and their resultant television and radio commercials filling up air time. And to make matters — and temptation — even worse, payday loan businesses are also opening up shop on the Internet. 


As a quick refresher from Volume 1, the Consumer Federation of America (CFA) describes payday loan companies as providing "single-payment, short-term loans based on personal checks held for future deposit or on electronic access to personal checking accounts. 


In a typical transaction, a consumer writes a check for $117.65 to borrow $100 cash, with the total amount due by next payday or in up to 14 days. The $17.65 finance charge computes to a 459% annual percentage rate." You pay the same fee every time you borrow the money, and people have been known to end up paying 700% to 2000% annual percentage rates.


The danger of these loans is they must be paid back in full on payday so you're already starting off with less money than you had the previous payday. If you have to keep returning to the check-advance company, you can end up in real trouble.


It's even easier to apply for a payday loan online, plus you have the privacy of not having to walk into the check-cashing store on the corner. And as Laura Bruce writes for Bizrate.com, if you borrow from these businesses, you could be worrying about more than just the super-high interest rates. You typically have to provide a lot of personal information to the payday company's web site, such as your Social Security number, driver's license number, and mother's maiden name, as well as your name, address, and employment information. But that's not all. You're also required to give your checking account number and bank routing number, so the lender will have access to your account. The lender will deposit your loan into your checking account and then subsequently dip into it to withdraw interest, fees, and the principal. Some lenders require that you fax them your latest pay stub, most recent bank statement, photo ID, and a voided check.


That's an awful lot of personal data, but it's likely most people applying for loans don't have a clue as to whom they're giving this information. As Laura Bruce cautions, many web sites that pop up when you do a search for something such as "payday loans" really aren't lenders at all. A CFA survey of 100 online payday lenders and referrals sites discovered that many operate from outside the United States and, perhaps, out of reach of American laws. Through the survey CFA also found that loans of $200 to $2,500 were available, but $500 was the most-frequently offered. Finance charges ranged from $10 per $100 up to $30 per $100 borrowed. The most common rate of $25 per $100 translates into an annual percentage rate of approximately 650 percent if the loan is repaid in two weeks.


Bruce says the growth of online payday lending is presenting problems for state law enforcement officials and consumer advocates. For example, in 2007, the Massachusetts Office of Consumer Affairs and Business Regulation ordered 91 companies marketing Internet payday loans to cease. The companies were allegedly charging annual percentage rates averaging 300 percent and fees averaging $30. The state says none of the companies were licensed to offer loans to residents.


When all is said and done, resorting to a payday lender, whether online or around the corner, is the wrong choice. If you've found yourself frequenting such businesses for a quick fix of cash before next payday, think twice, and then think again. Resolve to live within the budget you've established and do all in your power to resist falling for payday loans and the subsequent pain of over-inflated interest rates that only compound the problem, not alleviate it.

It is our choices...that show what we truly are, far more than our abilities.

—J.K. Rowling

 





Chapter 10: Magazine Sales Scams: Always Read Between the Lines

When your day's work is done, sometimes there's nothing like kicking back with a cool drink and the latest hot magazine. While thousands of consumers purchase magazine subscriptions from legitimate 

  telemarketers every year, the Federal Trade Commission (FTC) reports that some unscrupulous sales people trick consumers into paying hundreds of dollars for multi-year subscriptions. 

The FTC advises that consumers be cautious of telephone sales pitches for "free," "pre-paid" or "special" magazine subscription deals. A spur-of-the-moment, impulse purchase could leave you with years of monthly payments for magazines you may not want or could buy for a lot less elsewhere. What's more, in some states, you're legally obligated to pay for a subscription once you verbally agree to it.

Sales techniques vary. You should be wary of sales people who:


	Encourage you to buy without giving you your total costs. For example, a salesperson may offer magazines for just a few dollars a week. That could sound like a bargain—until you do the math. You could end up paying hundreds of dollars over several years for subscriptions that sell elsewhere for less.



  	Tell you magazines are "free" or "pre-paid" for you and that you'll be charged only a "processing fee." The fee may be more than the retail price of the magazine subscription. 



  	 Don't identify themselves as such or who may not give you the name of their company. They may lead you to believe they represent magazine publishers, or that they're calling for reasons other than selling subscriptions. 



If you receive a sales call for a magazine subscription, be skeptical when someone tries to sell you a "bargain" or offers you a "free" subscription on the phone. Ask questions. If you don't get answers that they're willing to back up in writing, consider doing business elsewhere. Ask: 

	How long does the subscription last—one year, two years, more? 



  	How will I be billed? Will you debit my checking account or credit card? When, monthly or annually? 



  	How many magazines will I get and how frequently—monthly, bi-monthly, quarterly?



  	What's the total yearly cost of each magazine? What's the total package price?



  	What are my cancellation rights? Get them in writing before you agree to buy. The salesperson may not be required to tell you about the company's cancellation policy unless you ask.



  	Compare the costs they're quoting to regular magazine subscription rates. 



In addition, be careful what you say on the phone to the seller. In some states, your verbal agreement to buy obligates you to pay. Frequently, the salesperson tape records the conversation, perhaps claiming it's for your protection. Later, the company may use the tape to "prove" you agreed to buy the magazines, selected a payment method, and understood the terms of the agreement.

If you don't want a subscription, and you don't want to be called again, tell the telemarketer to put you on the company's "do not call list." 

If the company calls again, hang up. It's breaking the law. Report it to your state Attorney General and the FTC.



  The Telemarketing Sales Rule


The FTC's Telemarketing Sales Rule requires telemarketers to make certain disclosures and prohibits them from lying. It gives you the power to stop telemarketing calls you don't want and gives state law enforcement officers the authority to prosecute fraudulent telemarketers who operate across state lines.

Here are some tips to keep in mind when you get a telephone sales pitch for magazine subscriptions:

	 The caller must promptly identify the seller and the purpose of the call. If the offer includes the promise of prizes or gifts, the sales pitch for the magazines must come first. If it doesn't, hang up. The caller is breaking the law. 



  	 If you ordered magazines over the phone once, you may be called again. Although you may think the call is about customer satisfaction, chances are it's about renewals and additional subscriptions. Listen carefully to the offers to make sure you understand the terms.



  	You may be called to renew your subscription, but the caller may not represent the publisher. Before you agree to renew, check the expiration date to determine how close it is. It's usually on the mailing label. Or, you may want to call the publisher to verify the expiration date and to confirm that the caller is authorized to renew your subscription. 



  	Ask for a written copy of the contract before you agree to buy any subscription. Read it. Make sure you understand what you'll get, the cost of each magazine and each subscription, and the cost of the entire package. 



  	Keep information about your bank accounts and credit cards to yourself—unless you know whom you're dealing with. You may get a letter or postcard soliciting your business, or telling you that you've won a prize or a contest. Often, this is a front for a scam. Instructions tell you to respond to a promoter with certain information. If you give your bank account or credit card number over the phone to a stranger for "qualification," "verification," or "computer purposes," it may be used to debit your account without your permission. 





  Cancelling Subscriptions


There is no federal law that regulates the cancellation of telephone agreements. Though there are certain state and local laws that require telemarketers to provide a cancellation period, don't agree to buy on the assumption that you can cancel later.

If your state or locality requires a cancellation period, and you want to cancel a subscription you bought on the phone, follow these instructions: 

	Watch your mail for the sales agreement; it may come in a plain or "junk mail" type envelope. Look for the cancellation terms; cancellation may be allowed only within three days of your receipt of the agreement. The cancellation notice may be hard to find. It could be attached to an inside page of multiple copies of the sales agreement. 



  	Sign the cancellation notice and return it to the proper address, which may be difficult to find because several addresses may be listed. Keep a copy of the signed cancellation notice for your records. Send the original notice by certified or registered mail, so you have proof of your mailing date. 



  	If you don't receive a written notice of your cancellation rights, write your own cancellation notice and mail it to the seller within the required time frame. Magazine subscription companies usually don't honor verbal cancellations. 



  	When you send the cancellation notice, contact your bank or credit card company to stop any unauthorized payments from your account or to dispute any charges or debits to your account. 



  	The company may tell you that your cancellation request was too late and that you must pay. Check with your state Attorney General to find out what cancellation rights you may have under state law. 



  	If the cancellation period has expired and you paid in full, the company may not be required to refund your money. But if you don't make the appropriate payments on time, you could face dunning notices and calls from collection agencies, threats of legal action, or a bad credit rating. 




  Not Just by Phone: Other Questionable Sales Approaches


While many underhanded subscription sellers rely on the phone to make their pitch, some do business in other ways. For example: 


	Door-to-door sales: Beware of emotional appeals by someone selling door-to-door. For example, the student selling magazine subscriptions using the appeal that your sale will help him/her get a college scholarship or other such rewards. If you buy from a door-to-door salesperson in your home, and the purchase is more than $25, you're protected under the FTC's Cooling-Off Rule. The Rule gives you three days to cancel your order and receive a full refund. The seller must tell you that you have a right to cancel, and give you a summary of your cancellation rights and two copies of the cancellation form. Ask to see the required cancellation notice before you agree to buy. If the salesperson doesn't have it, don't place an order. The company is breaking the law. 



  	Postcards in the mail: The postcards say nothing about magazine subscriptions but direct you to call a telephone number about a contest, prize, or sweepstakes entry. If you call, you may get information about prizes, gifts or other awards—but more than likely, you'll get a sales pitch for magazine subscriptions. According to the law, you never have to buy anything or pay to claim a prize, gift, or award. 



  	 Phony invoices or renewal notices: The notices come in your mail and look like bills. If you already subscribe to the magazine, check the subscription expiration date. Also check the notice carefully to see if it came from your publisher. If you're not a subscriber and you didn't order any magazines, you're not obligated to pay. 





Chapter 11: Using the Telephone Responsibly: Beware of 900 Numbers and Toll-Free Telephone Number Scams

As explained by the Federal Communication Commission (FCC), pay-per-call services are a particular type of information service that has grown more popular in recent years. Such services are offered through 900 numbers and always carry a fee greater than the cost of simply transmitting the call. The fee may be a per-minute charge or a flat fee. As you've undoubtedly noticed by viewing "infomercials" or other ads on television, pay-per-call services can include "adult" services, "chat" lines, and psychic advice. Fees are typically charged to the telephone number from which the call was placed and appear on the monthly telephone bill. 


The FCC cautions consumers not to confuse 900 numbers with 800 or 888 numbers. Again, you always pay for a 900 number call while you do not have to pay for most 800, 888, or other toll-free number calls. 


The FCC regulates United States tele-phone companies that are involved in transmitting and billing interstate pay-per-call ("900 numbers") and other information services. To help protect yourself and your family from unwanted and typically exorbitant pay-per-call charges, consider the following advice:


	Talk with your children. Make sure they understand they shouldn't call 900 numbers without your permission. You can have the phone company block 900 number calls from your phone. The FCC requires local phone companies to make blocking available—where technically feasible—for a "reasonable" fee. However, any subscriber with a new number can request free blocking within 60 days after service begins. 



  	Deal only with reputable companies. Some companies or organizations sponsor 900 number services for opinion surveys, information, entertainment, or other services. Before you call a 900 number, be sure you understand the cost of the call and the nature of the information or service you'll receive.



  	Think twice before calling a 900 number for a "free" gift. Television ads, postcards, and telemarketers may urge you to call a 900 number to get a "free" prize. But you pay for the so-called free gift by making the 900 number call. The provider of the service usually makes money on a per-minute basis, so there's an incentive to keep you on the line.




The ability to focus attention on important things is a defining characteristic of intelligence. 

—Robert J. Shiller




FTC Warning

On May 28, 2008 the FTC announced the results of a telemarketing fraud sweep executed over the previous months that exposed over 180 cases of fraud at 13 major telemarketing companies. The operation involved  more than a half-million victims and more than $150 million in losses. The sweep, named "Operation Tele-Phoney," was the largest telemarketing sweep that had ever been coordinated by the agency.


Most of the cases involved advance-fee loan schemes, credit card scams, "free" gift offers, phony promotional efforts, and scams in which telemarketers ordered people to pay for household goods that they did not order. Other telemarketing scams that have been reported include sweepstake and lottery winner notifications, work at home offers, travel opportunities, government grants, charities, buying club memberships, and medical discount plans.


Other scammers are taking advantage of the foreclosure trend that has hit the country. They will pose as a broker promising to save the homeowner from a looming foreclosure and then disappear with whatever equity is left in the home. Rent-to-buy scams are also a problem. In cases like these, a fake rescue company convinces a homeowner to sign over the home title while building equity as a renter. The homeowner avoids foreclosure but risks being evicted by the very firm that promised to save his home. A third way the scammer will work is to promise to help the homeowner avoid foreclosure for a fee, then disappear with the money.


The main problem with fraudulent telemarketing scams is that many of them are orchestrated from outside the country, with people set up in practically untraceable internet-cafes in Europe, Australia, Nigeria, and many middle eastern countries. 


It is very important that you become familiar with possible types of telemarketing fraud scams so that when you receive one of these calls you are prepared. Telemarketing fraud and email phishing scams, as well as scammers waiting for new victims in internet chat rooms and dating sites are a growing problem in today's global neighborhood. They are good at what they do and will play any game necessary to cheat people out of their money. Learn how to protect yourself against them.


We recommend the following steps:


	Learn to recognize common telemarketing scams.



  	Never give social security numbers, bank account numbers, passwords, or login information to callers. Your bank or lender will already have this infomation and doesn't need to ask you for it.



  	Report phone fraud to the FTC.



  	Register your phone number on the National Do Not Call Registry to limit the number of marketing calls you receive. http://www.donotcall.gov.



  	 If you are unsure that the offer is real, contact your financial institution and explain the problem. They may already have a record of similar fraudulent calls by scammers using their name.



The FTC has provided a consumer education campaign dubbed, "Who's Calling?" that aims to combat telemarketing scams. It can be found at http://www.ftc.gov/phonefraud/.

 

Let's Review


Be on your guard when it comes to 900 numbers and remember these tips:


	If you dial a 900 number, even if you are calling to claim a "free prize," there will be charges. Listen to the introductory message and hang up if you decide you are not interested in the program or do not wish to pay charges.



  	Information services are rarely free, even if they are provided over toll-free numbers. If it sounds too good to be true, it probably is.



  	Not all advertisements for information services disclose the charges

    . 


  	Be cautious when calling an information service that advertises "ordinary toll rates apply" or "international toll rates apply." Be aware that the toll rates applied by some telephone companies involved in transmitting information services may be higher than the rates of your own primary long distance company and that international rates—even those of your own long distance carrier—may be more than you might expect. 



  	Caution children or other individuals who make phone calls from your telephone line about charges for calls to information services. 



  	Consider obtaining a 900 number block if you do not wish to call any 900 number. Contact your local and long distance telephone companies about the availability of blocks for international or toll calls if you are concerned about securing your phone line against these calls. 


 


Chapter 12: The FTC Says Credit Card Loss Protection Offers are the "Real Steal"

Let's say the phone rings. You pick it up, and the individual on the line informs you that you need credit card loss protection insurance. You answer that you thought there was a law that limits your liability to $50 for unauthorized charges. The caller replies claiming that the law has changed and that people are now liable for all unauthorized charges on their account. So, what's the real story?


Well, the Federal Trade Commission (FTC) says don't fall for the pitch, and don't buy the "loss protection" insurance. The fact is, telephone scam artists are lying to get people to buy worthless credit card loss protection and insurance programs. Remember, if you didn't authorize a charge, don't pay it. Follow your credit card issuer's procedures for disputing charges you haven't authorized. According to the FTC, your liability for unauthorized charges is limited to $50 if reported within 2 business days. 


The FTC says worthless credit card loss protection offers are popular among fraudulent promoters who are trying to exploit consumers' uncertainty. As a result, the agency is cautioning consumers to avoid doing business with callers who claim that: 


	you're liable for more than $50 in unauthorized charges on your credit card account;



  	you need credit card loss protection because computer hackers can access your credit card number and charge thousands of dollars to your account; 



  	a computer bug could make it easy for thieves to place unauthorized charges on your credit card account; and 



  	they're from "the security department" and want to activate the protection feature on your credit card. 



You've heard it before, but it bears repeating—the FTC advises consumers not to give out personal information, including their credit card or bank account numbers, over the phone or online unless they are familiar with the business that's asking for it. Scam artists can use your personal information to commit fraud, such as identity theft.

 

The first step to getting the things you want out of life is this: decide what you want. 

—Ben Stein 

 



Chapter 13: Helping Senior Consumers Avoid Fraud

As distasteful as it is, there are unscrupulous people in this world who target older consumers with their fraudulent schemes and shady business practices. While such schemes range from underhanded investment and real estate dealings to insurance fraud, one danger area frequently overlooked is charity fraud directed at seniors. 

Without question, charities perform an entire spectrum of valuable services in our society, assisting with cancer and heart disease prevention and education, extended medical services for disabled veterans, shipments of food and medical equipment to war-torn or disaster stricken areas, etc. However, according to the Federal Trade Commission (FTC), many charities are facing increases in costs and demands and decreases in funding. To meet these financial challenges, charities are asking for larger contributions from more donors—and they're asking more frequently than they used to, often using telemarketing and direct mail solicitations to raise funds for their causes, and often directing their pitches to older consumers. 

The FTC cites research conducted by the American Association of Retired Persons (AARP) that shows that Americans aged 65 and older receive more telephone and mail solicitations for charitable donations than any other age group. Fraudsters try to take advantage of this population on the theory that older adults may be more trusting and polite toward strangers, and that they're more likely to be home during the day to receive phone calls.

Chances are you're in a good position to determine whether a parent, grandparent, uncle, aunt, or other older person you care for or about is vulnerable to, or has been victimized by, a charity scam. Here are some clues:

	Does the person get frequent calls or direct mail requesting donations? This may indicate that the person's name has been put on a list of willing donors.



  	Does the person make lots of payments to charities that you haven't heard of?



  	Is the person having trouble paying for regular expenses even though there's been no change in income? 


This may indicate that too much money has gone to donations. Charitable-giving decisions should be one element of a person's overall financial plan. If you find that the person you care for or about is a 

  victim of fraud, carefully explain what has happened and that he or she is not at fault. Help the person file a complaint with the appropriate authorities. By filing a complaint, you may be helping stop the fraud.



  The Warnings Signs of a Charity Scam


Donors at any age should avoid any charity or fund-raiser that:


	refuses to provide written information about its identity, its mission, its costs, and how the donation will be used;



  	will not provide proof that a contribution is tax deductible;



  	uses a name that closely resembles that of a better-known, reputable organization;



  	thanks a potential donor for a pledge that the person doesn't remember making;



  	asks a potential contributor for bank account or credit card information before the person has reviewed the solicitor's information and agreed to contribute;



  	uses high-pressure tactics to secure a donation before the potential donor has had a chance to make an informed decision about giving;



  	asks for donations in cash;



  	offers to send a courier or overnight delivery service to collect the donation immediately;



  	guarantees sweepstakes winnings in exchange for a contribution.



 

Charity Checklist


Consider the following precautions to ensure that your donation dollars benefit the people and organizations you want to help. 

They're good practices whether you're contacted by an organization's employees, volunteers, or professional fund-raisers soliciting donations by phone, mail, or in person.

	Be wary of appeals that tug at your heart strings, especially please involving patriotism and current events. Although the Department of Defense does not endorse any specific war-related charity, you can visit their Web site at www.army.mil/operations/oif/FAQ.html to find out about military relief societies that provide assistance to U.S. service members and their families.



  	Ask for the name of the charity if the telemarketer does not provide it promptly.



  	 Ask what percentage of the donation is used to support the causes described in the solicitation, and what percentage is used for administrative costs.



  	Call the charity to find out whether it's aware of the solicitation and has authorized the use of its name.



  	If the telemarketer claims that the charity will support local organizations, call the local groups to verify.



  	Discuss the donation with a trusted family member or friend before committing the funds.



  	Don't provide any credit card or bank account information until you have reviewed all information from the charity and made the decision to donate.



  	Ask for a receipt showing the amount of the contribution and stating that it is tax deductible.



  	Understand that contributions made to a "tax exempt" organization are not necessarily tax deductible.



  	Avoid cash gifts. They can be lost or stolen. For security and tax record purposes, it's best to pay by check, made payable to the beneficiary, not the solicitor.



 

Fraud Protection Tips


You can help protect the person you care for or about by helping to locate legitimate charities. These organizations can be good sources of free information about the charities you'd like to support.

BBB Wise Giving Alliance

  4200 Wilson Boulevard, Suite 800

  Arlington, VA 22203

  (703) 276-0100

  www.give.org

American Institute of Philanthropy

  3450 N. Lake Shore Dr. Suite 2802 E

  Chicago, IL 60657

  (773) 529-2300

  www.charitywatch.org

GuideStar

  4801 Courthouse Street, Ste. 220

  Williamsburg, VA 23185

  (757) 229-4631

  www.guidestar.org

Where to Complain


If you believe an organization may not be operating for charitable purposes or is making misleading solicitations, contact your state Attorney General, your local consumer protection office, or the Federal Trade Commission.

The FTC works for the consumer to prevent fraudulent, deceptive, and unfair business practices in the marketplace and to provide information to help consumers spot, stop, and avoid them. To file a complaint or to get additional information about wise giving, visit: 

www.ftc.gov/charityfraud 

  or call toll-free, 

  1-877-FTC-HELP (1-877-382-4357) 

  TTY: 1-866-653-4261

Ask for the free publications Charitable Donations: Give or Take? and Donating to Public Safety Fund-Raisers. The FTC enters Internet, telemarketing, identity theft, and other fraud-related complaints into Consumer Sentinel, a secure, online database available to hundreds of civil and criminal law enforcement agencies in the U.S. and abroad.
    





Chapter 14: Stay Alert for Identity Theft

Have you ever been a victim of identity theft? If not, you probably know someone who has. As explained by the Social Security Administration, identity theft occurs when a criminal uses your personal information to assume or take on your identity. Remember, identity theft is a lot more than misuse of a Social Security number—it can also include credit card and mail fraud. 

The Federal Trade Commission (FTC) defines identity theft as someone who uses your personal information without your permission to commit fraud or other crimes. So you might ask yourself, how could someone steal my identity? Well, it could happen in a number of ways. 

In spite of your best efforts to protect your personal information, crafty identity thieves use a range of methods to gain access to your data. They can obtain information from businesses or other institutions by: 

	stealing records or information while they're on the job; 


  	bribing an employee who has access to these records; 


  	hacking into computer records or other devices;


  	conning information out of employees.



Thieves might also: 


	 steal your mail, including bank and credit card statements, credit card offers, new checks, and tax information;



  	rummage through your trash, the trash of businesses, or public trash dumps in a practice known as "dumpster diving;"



  	obtain your credit reports by abusing their employer's authorized access to them, or by posing as a landlord, employer, or someone else who may have a legal right to access your report;



  	steal your credit or debit card numbers by capturing the information in a data storage device in a practice known as "skimming." They may swipe your card for an actual purchase, or attach the device to an ATM machine where you may enter or swipe your card.



In addition, identity thieves could:


	steal your wallet or purse;



  	complete a "change of address form" to divert your mail to another location; 



  	steal personal information they find in your home; and



  	steal personal information from you through e-mail or phone by posing as a legitimate company and claiming that you have a problem with your account. This practice is known as "phishing" online, or "pretexting" by phone.



 

More about Pretexting


Pretexting is the practice of getting your personal information under false pretenses and is against the law. Pretexters sell your information to people who may use it to get credit in your name or steal your assets. 

According to the FTC, pretexters use a variety of tactics to get your personal information. For example, pretexters may call, claiming they're from a survey firm, and ask you a few questions. When pretexters have obtained the information they want, they use it to call your financial institution and pretend to be you or someone with authorized access to your account. 

A pretexter might claim that he's forgotten his checkbook and needs information about his account. He may be able to obtain personal information about you such as your Social Security number, bank and credit card account numbers, information in your credit report, and the existence and size of your savings and investment portfolios. Keep in mind that some information about you may be a matter of public record, such as whether you own a home, pay your real estate taxes, or have ever filed for bankruptcy. It is not pretexting for another person to collect this kind of information. 

But remember, it's illegal for anyone to: 


	use false, fictitious, or fraudulent statements or documents to get customer information from a financial institution or directly from a customer of a financial institution;



  	use forged, counterfeit, lost, or stolen documents to get customer information from a financial institution or directly from a customer of a financial institution; and



  	ask another person to get someone else's customer information using false, fictitious, or fraudulent statements or using false, fictitious, or fraudulent documents or forged, counterfeit, lost, or stolen documents.



 

What Are the Effects of Identity Theft?


Once identity thieves have your personal information, they may call your credit card issuer to change the billing address on your credit card account. The imposter then runs up charges on your account. Because your bills are being sent to a different address, it may be some time before you realize there's a problem.

Thieves may also open new credit card accounts in your name. When they use the credit cards and don't pay the bills, the delinquent accounts are reported on your credit report. Or they might: 

	establish phone or wireless service in your name;



  	open a bank account in your name and write bad checks on that account;



  	create counterfeit checks or credit or debit cards, or authorize electronic transfers in your name, and drain your bank account; 



  	file for bankruptcy under your name to avoid paying debts they've incurred under your name, or to avoid eviction;



  	buy a car by taking out an auto loan in your name;



  	obtain identification such as a driver's license issued with their picture in your name; 



  	get a job or file fraudulent tax returns in your name; and



  	give your name to the police during an arrest; if the imposter doesn't show up for the court date, a warrant for arrest is issued in your name.



So how can you tell if you're a victim of identity theft? Read the "Take Action Now" section. 

 

Did You Know? Facts and Stats about Identity Theft.


Consumer Sentinel, the complaint database developed and maintained by the Federal Trade Commission, compiled "Consumer Fraud and Identity Theft Complaint Data" from January through December 2009.  Here are some of the key findings:

	Credit card fraud (17%) was the most common form of reported identity theft, followed by government documents/benefits fraud (16%), phone or utilities fraud (15%), and employment fraud (13%). Other significant categories of identity theft reported by victims were bank fraud (10%) and loan fraud (4%).



  	Identity theft-related credit card fraud decreased by 6 percentage points since calendar year 2007, declining 3 percentage points each year. Additionally, overall CSN identity theft complaints declined 5 percentage points from  calendar year 2008.



  	Forty-two percent of identity theft complainants reported whether they contacted law enforcement. Of those victims, 72% notified a police department. Sixty-two percent indicated a report was taken.



  	Florida is the state with the highest per capita rate of reported identity theft complaints, followed by Arizona and Texas.



  	In conjunction with the 2010 report, the Commission has released a video showing consumers how to file a complaint and examples of what they might file a complaint about. This video is available for viewing at www.FTC.gov/video under "Scam Watch." For more information about the Consumer Sentinel Network, visit www.FTC.gov/sentinel.



Source data from Consumer Sentinel and the Identity Theft Data Clearinghouse. Consumer Fraud and Identity Theft Complaint Data, January-December 2009, Federal Trade Commission, February 2010.

 

Have You Fallen Prey to ID Theft? Take Action Now.


So, just how can you tell if you're a victim of identity theft, and what can you do about it? 


If an identity thief is opening credit accounts in your name, these accounts are likely to show up on your credit report. Contact FFEF who can provide you with a Credit Score Review. This service will help you identify suspicious accounts that you have not opened or debts you cannot explain. FFEF will pull your scored, 3-in-1 credit report, analyze it, and assess the positive and the negative items listed. If there is any incorrect information on the report, FFEF will instruct you on how to correct these items. Remember, it's important to check your credit reports periodically to make sure no fraudulent activity has occurred.


Stay alert for other signs of identity theft, like: 


	Failure to receive bills or other mail. Follow up with creditors if your bills don't arrive on time. A missing bill could mean an identity thief has taken over your account and changed your billing address to cover his tracks.



  	Receipt of credit cards that you didn't apply for.



  	Denial for credit, or being offered less favorable credit terms (like a high interest rate) for no apparent reason.



  	Calls or letters from debt collectors or businesses about merchandise or services you didn't buy.


 

The First Steps to Take Should You Fall Victim to Identity Theft


If you become victimized by identity theft, take the following four steps as soon as possible, and keep a record with the details of your conversations and copies of all correspondence. 


1. Place a fraud alert on your credit reports, and review your 			 credit reports. 


Fraud alerts can help prevent an identity thief from opening any more accounts in your name. Contact the toll-free fraud number of any of the three consumer reporting companies below to place a fraud alert on your credit report. You only need to contact one of the three companies to place an alert. The company you call is required to contact the other two, which will also place an alert on their versions of your reports.


Equifax: 1-800-766-0008; www.equifax.com; P.O. Box 740256, Atlanta, GA 30374-0256


Experian: 1-888-EXPERIAN (397-3742); www.experian.com; P.O. Box 2002, Allen, TX 75013


TransUnion: 1-800-680-7289; www.transunion.com; Fraud Victim Assistance Division, P.O. Box 1000, Chester, PA  190222. 


Close the accounts that you know, or believe, have been tampered with or opened fraudulently. Call and speak with someone in the security or fraud department of each company. Follow up in writing, and include copies (NOT originals) of supporting documents. It's important to notify credit card companies and banks in writing. Send your letters by certified mail, return receipt requested, so you can document what the company received and when. 


2. Keep a file of your correspondence and enclosures.


When you open new accounts, use new Personal Identification Numbers (PINs) and passwords. Avoid using easily available information like your mother's maiden name, your birth date, the last four digits of your Social Security number or your phone number, or a series of consecutive numbers. 


If the identity thief has made charges or debits on your accounts, or on fraudulently opened accounts, ask the company for the forms to dispute those transactions. 


3. File a report with your local police or the police in the community where the identity theft took place. 


Then, get a copy of the police report or at the very least, the number of the report. It can help you deal with creditors who need proof of the crime. If the police are reluctant to take your report, ask to file a "Miscellaneous Incidents" report, or try another jurisdiction, like your state police. You also can check with your state Attorney General's office to find out if state law requires the police to take reports for identity theft. Check the Blue Pages of your telephone directory for the phone number or check www.naag.org for a list of state Attorneys General.


4. File a complaint with the Federal Trade Commission.


By sharing your identity theft complaint with the FTC, you will provide important information that can help law enforcement officials across the nation track down identity thieves and stop them. The FTC can refer victims' complaints to other government agencies and companies for further action, as well as investigate companies for violations of laws the agency enforces.


You can file a complaint with the FTC by calling the FTC's Identity Theft Hotline, toll-free: 1-877-ID-THEFT (438-4338); TTY: 1-866-653-4261; or write Identity Theft Clearinghouse, Federal Trade Commission, 600 Pennsylvania Avenue, NW, Washington, DC 20580.


 

How Long Can the Effects of Identity Theft Last?


It's tough to predict how long the effects of identity theft may linger because it depends on many factors, such as the type of theft, whether the thief sold or passed your information on to other thieves, whether the thief is caught, and problems related to correcting your credit report. 


If you're a victim, you should monitor your credit reports and other financial records for several months after you discover the crime. You should review your credit reports once every three months in the first year of the theft, and once a year thereafter. Stay alert for other signs of identity theft. Also, don't delay in correcting your records and contacting all companies that opened fraudulent accounts. The longer the inaccurate information goes uncorrected, the longer it will take to resolve the problem.


 

Let's Review


Take the Identify Theft Pop Quiz by answering the following True or False questions to test your knowledge of identity theft and what to do if you fall victim. You'll find the answers below. 


1. _____ True or false? One of the best ways to protect your identity is by using online passwords only you would know—like your mother's maiden name or the last four digits of the Social Security Number. 


2. _____ True or false? The best way to get a free copy of your credit report is to file a Freedom of Information Act (FOIA) Request.


3. _____ True or false? If someone has stolen information about your financial accounts, it's best to wait for several weeks to see what they do with it before taking any action.


4. _____ True or false? If the stolen information includes your driver's license or other government-issued ID, all you need to do is create a facsimile using a recent color photo.


5. _____ True or false? If the stolen information includes your Social Security Number, you can place an "initial fraud alert" by calling one of the three nationwide consumer reporting companies.


6. _____ True or false? Identity theft refers only to the theft of drivers' licenses or name badges.

 

Warning about email and internet fraud


One of the easiest ways scammers are "phishing" for your personal information today is through your email inbox. You have probably seen  multiple emails from foreign "princes" who's inheritance is tied up in court asking for your cash to fund their appeal for a later cut of the fortune (sound too good to be true? YES!). It gets worse. Foreign scammers are posing as local financial institutions, even masking their true email return address, and offering warnings about possible breaches in your account. They ask you to verify information but the link provided in the email will redirect you to their made up site—tricking you into entering your bank account login information and passwords. 

Scammers are also using auction sites like Ebay and Craigslist to bid on large ticket items posted for sale. 

They offer not one but two payment checks for the item, one of which you are asked to cash and return to them or their "broker". You then become part of an international money laundering scam, exposing your personal information in the process. 

As a general rule never use email links to get to your secure accounts, always go directly to the URL. Also, many email services like Yahoo and Gmail will allow you to set up a junk mail or spam box to help you weed out these fraudulent emails.

 

[Answers to the Identity Theft Pop Quiz]


1. 	False. Crooks can often find this type of information about you—and then, it's "so long, identity!" It's better to use random numbers and letters, and commit them to memory.


2. 	False. The Fair Credit Reporting Act allows you to ask for and receive one free credit report from each of the three nationwide credit reporting companies every 12 months.


3. 	False. Your best first step is to contact your credit card companies and close your accounts. Also, talk with your bank about whether to close other accounts or take other steps. 


4. 	False. You should immediately contact the agency that issued the document, and follow its procedures to cancel the stolen document and get a replacement.


5. 	True. Placing such an alert can help stop someone from opening new credit accounts in your name. 


6. 	False. While stealing drivers' licenses or name badges are types of identity theft, the term refers to a broad variety of criminal misuses of your name, Social Security Number, and financial information. 




Glossary

Aggregation service: A company or organization that will help you to easily make all your bill, loan, and other monthly payments from one place. You can make a one-time payment or set up recurring payments for single or multiple bills. 


Automatic withdrawal: This is a service some financial institutions offer that allows you to have the amount of a bill deducted automatically from your account each month. This helps you make your payments on time, but must be carefully recorded so you don't forget the money will be withdrawn.


Banking: Any transaction that takes place between two parties when one of the parties is engaged in providing financial services. These transactions usually take the form of a deposit of funds, a transfer of deposited funds, a loan, or an exchange of one type of currency for another.


Cancelled check: A check that has been honored by your bank and the amount of the check has been deducted from your account.


Cashiers check: A check issued by a bank or organization rather than from a personal account. Usually used to transfer money from one institution to another.


Certificate of Deposit (CD): A promissory note issued by a bank which specifies a fixed interest rate and a holding period in which the money cannot be withdrawn without incurring a penalty. They are insured by the FDIC.


Commercial bank: A for-profit organization owned by private individuals or the government to exchange and safeguard money and guarantee loans.


Creditor: A person or company to whom money is owed.


Credit union: A non-profit organization, usually created by people with a common interest, who pool their money and then use it to make loans to other people in their group at low interest rates. 


Debit Card: This card looks like a credit card and may seem to work like a credit card, but it is not a credit card! When you use a debit card, the amount of the expenditure comes directly out of your financial account. Some institutions call this a check card.


Direct deposit: Your paycheck or other form of compensation such as a Social Security or unemployment check is put directly into your financial account instead of being paid to you as a check that you must deposit. This can allow your money to be available faster and is convenient and safe.


Encryption: A cypher or code that is used to conceal and protect personal information when it is being sent over the internet.


Federal Deposit Insurance Corporation (FDIC): An independent agency of the federal government created in the early 1930s that underwrites most private bank deposits, insuring consumer money in case the bank collapses. 


Fraud: Deception intended for financial or personal gain.


Grace period: A provision in most loan and insurance contracts which allows payment to be received for a certain period of time after the actual due date. During this period no late fees will be charged, and the late payment will not result in default or cancellation of the loan.


Lending cooperative: These forerunners of the credit union were started in the 1800s by workers in England and Germany. These cooperatives kept interest rates low and offered investment and loan opportunities to low-income individuals who could not get loans at other banks.


Loan:  A sum of money that is borrowed and which is expected to be paid back to the lender with interest.


Money market account: A savings account that typically pays higher interest than a traditional account. It requires a higher minimum balance to open an account, and monthly transactions are restricted.


Money order: A printed order purchased from a third party such as a convenience store or post-office which can be used for payment just like a personal check.


Mutual Funds: A professionally managed investment program funded by shareholders that trades in diversified holdings such as stocks, bonds, businesses, and other financial opportunities.


Mutual savings bank: An organization established to provide a safe place for working people to save their money and earn interest rather than to save with the intent of purchasing a home. These banks offer a wide variety of loans including automobiles, home equity, home improvement, educational, and credit cards.


Overdraft protection: If you don't have enough funds in your account when a check you have written is presented, your financial institution will honor the check and charge you interest until you have deposited enough to cover the amount of the check.


Pay-by-phone service: Some institutions have a service that allows you to call in and pay your bills over the phone. You tell the institution how much to send to each of your creditors. 


Payday loan: A small, short-term loan that is intended to cover a borrower's expenses until his or her next payday. Typical loans are for a few hundred dollars and are due in two weeks, with interest rates of up to 400%. The lender also usually charges a service fee for the transaction.


Phishing: The practice of defrauding an online account holder of personal, private information by posing as a legitimate company.


PIN: A personal identification number assigned to you by your financial institution or created by the account owner that allows you to use an ATM or your debit card for transactions. This number should remain known only to you.


Savings and Loan Association (SLA): An association created specifically to help consumers take out loans to purchase a home.


Savings Bond inflation indexed (I Bond): A note of return provided by the U.S. Department of the Treasury that provides a percentage of return above the rate of inflation. Interest is compounded semi-annually, and I-Bonds are exempt from state and local income tax. They cannot be cashed out before 5 years without a penalty.


Savings Bond series EE: Safe low-risk savings note provided by the U.S. Department of the Treasury that pays interest based on a fixed rate of return. 


Skimming: An electronic method of capturing a person's personal information used by identity thieves.


Stop payment: Your request to your bank to not honor a check that you wrote. There is usually a fee when you ask the bank to do this unless the request is because of stolen checks.


Traditional savings account: Also known as a statement savings account, this low-interest account can be set up with a small minimum opening deposit which is compounded daily.


Transaction number (TAN): A single-use password used for online banking transactions to keep them more secure.

 

Closing Statement

ACCESS Education Systems was developed as a tool to train and educate individuals and families concerning important money management skills. With Bankruptcy Reform, a message was sent from our regulators to all Americans regarding the importance of putting our financial houses in order. ACCESS Education Systems provides individualized education to help  families achieve their dreams of financial independence. The principles in this Family Financial Training Course contain many of the initial steps to achieving long-term financial prosperity. It is a part of the ACCESS Education Systems Series providing new and effective means by which millions of the nation's families can learn the skills of personal financial management and establish a happier and successful future.


In addition to ACCESS Education Systems albums, ACCESS Educational Systems has an interactive website containing hundreds of articles and resources including newsletters, bulletins, and online courses to resolve any financial issue facing you today. ACCESS Education Systems offers renewed hope to those struggling with debt and financial pressures and provides sensitive, personal assistance, and assurance to all families. ACCESS Education Systems leads the way with empowering, financial information that will enable you and your family to have fun while developing the skills and knowledge that will allow you to achieve an improved standard of living today and have a brighter financial future.
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